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NETGEAR DEBUTS MORE POWERFUL VERSION OF POPULAR VDSL APPLICATION FIREWALL 

ProSecure UTM25S firewall provides SMBs with interface options and greater scalability for advanced security features

SAN JOSE, Calif. – November 13, 2012 – NETGEAR (NASDAQGM: NTGR) (www.netgear.com), a global networking company that delivers innovative products to consumers, businesses and service providers, today introduced the NETGEAR ProSecure® UTM25S Unified Threat Management Firewall. As the newest addition to the NETGEAR UTM S series of firewalls, the ProSecure UTM25S provides two modular slots that fit optional interface cards, enabling IT administrators to custom-tailor the firewall to their specific connectivity requirements. In addition, like other members of the ProSecure UTM family of security appliances, the UTM25S integrates with NETGEAR ReadyNAS network-attached storage systems, giving businesses almost unlimited activity log and quarantine capacity for forensic, regulatory and legal requirements.

As the second entry in the NETGEAR ProSecure UTM S product line, the UTM25S — like its predecessor, the UTM9S, the best-selling appliance in the ProSecure line — delivers comprehensive Internet security as well as high-speed Internet access through a choice of WAN connections- built-in Ethernet ports, an optional VDSL modem module, or a qualified 3G USB dongle. It also offers a wireless-N access point module and is a best-in-class UTM firewall gateway recommended to support up to 25 users. Targeted at small and medium businesses and remote/branch offices looking to make the move from a standard firewall to a UTM application firewall solution, the ProSecure UTM25S significantly extends the security of a network without the normally associated vendor complexity or costs. 

“The ProSecure UTM25S is a huge asset to our clients in terms of deployment, maintenance and securing their interests from the wide range of malware scams inundating the Web today,” said Eric Gorman, owner of Integrated Enterprise Solutions, Inc. an Information Technology services company based in New York.  “We are extremely pleased at the protection it gives our clients against these advanced attacks, while offering extensive management capabilities and an affordable price point that fits within our clients’ budget.” 

In general, traditional all-in-one solutions claiming to provide enterprise-grade security protection have incorporated batch-based methods to scan incoming high-latency data, which can slow Web browsing to a crawl. To address this, many of these solutions attempted to overcome this challenge by scanning only a select few malware file types, or by avoiding Web scanning altogether, which opened up networks to malware-based attacks. NETGEAR ProSecure UTM S solutions address this issue with the patented Stream Scanning platform, which analyzes data streams as they enter the network. 

“Because of the always increasing amount of latency-sensitive Web traffic, combining enterprise-grade security into a traditional all-in-one firewall platform has proven a daunting challenge,” said Peter Newton, senior director of product management for the Commercial Business Unit of NETGEAR. “We developed the UTM25S as a direct result of customer feedback. It fills a strategic gap for customers that require all of the features of our UTM9S appliance, but have a higher volume of Internet traffic to manage.”

Joining the existing 9S SKU in the UTM S series of appliances, the UTM25S expands on the numerous protections that the UTM series offers, to better ensure network health and productivity. Key features provided by the UTM25S include an application control/application firewall, anti-malware from email, anti-malware from web browsing, and spam and content filtering. It offers an SPI firewall and VPN tunnels using either IPSec or SSL. The UTM25S also features multi-WAN capability for load balancing and failover connectivity, with options including Ethernet, DSL, or 3G — even 4G/LTE when paired with a NETGEAR Mobile Broadband Router (MBR1515 or MBR1517).
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More Information
The NETGEAR ProSecure UTM series uses patented Stream Scanning Technology, which analyzes data streams as they enter the network against a full malware signature library – offering maximum protection with minimum latency. NETGEAR ProSecure UTM appliances have won top ratings in reviews from SC Magazine, PC Pro and IT Pro, and significantly outperformed UTMs from Fortinet, SonicWALL, Cisco, WatchGuard and ZyXEL in third-party testing. To learn more about the ProSecure UTM25S, please visit: http://netgear.com/business/products/security/UTM-series/default.aspx.

About NETGEAR, Inc.
NETGEAR (NASDAQGM: NTGR) is a global networking company that delivers innovative products to consumers, businesses and service providers. For consumers, the company makes high performance, dependable and easy to use home networking, storage and digital media products to connect people with the Internet and their content and devices. For businesses, NETGEAR provides networking, storage and security solutions without the cost and complexity of big IT. The company also supplies top service providers with retail proven, whole home solutions for their customers. NETGEAR products are built on a variety of proven technologies such as wireless, Ethernet and Powerline, with a focus on reliability and ease-of-use. NETGEAR products are sold in approximately 25,000 retail locations around the globe, and through approximately 40,000 value-added resellers. The company's headquarters are in San Jose, Calif., with additional offices in over 25 countries. NETGEAR is an ENERGY STAR® partner. More information is available at http://www.NETGEAR.com or by calling (408) 907-8000. Connect with NETGEAR at http://twitter.com/NETGEAR and http://www.facebook.com/NETGEAR.
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Safe Harbor Statement under the Private Securities Litigation Reform Act of 1995 for NETGEAR, Inc.: This press release contains forward-looking statements within the meaning of the U.S. Private Securities Litigation Reform Act of 1995. Specifically, statements concerning NETGEAR's business and the expected performance characteristics, specifications, reliability, market acceptance, market growth, specific uses, user feedback and market position of NETGEAR's products and technology are forward-looking statements within the meaning of the Safe Harbor. These statements are based on management's current expectations and are subject to certain risks and uncertainties, including, without limitation, the following: the actual price, performance and ease of use of NETGEAR's products may not meet the price, performance and ease of use requirements of customers; product performance may be adversely affected by real world operating conditions; failure of products may under certain circumstances cause permanent loss of end user data; new viruses or Internet threats may develop that challenge the effectiveness of security features in NETGEAR's products; the ability of NETGEAR to market and sell its products and technology; the impact and pricing of competing products; and the introduction of alternative technological solutions. Further information on potential risk factors that could affect NETGEAR and its business are detailed in the Company's periodic filings with the Securities and Exchange Commission, including, but not limited to, those risks and uncertainties listed in the section entitled "Part II - Item 1A. Risk Factors," pages 46 through 65, in the Company's quarterly report on Form 10-Q for the fiscal quarter ended September 30, 2012, filed with the Securities and Exchange Commission on November 6, 2012. NETGEAR undertakes no obligation to release publicly any revisions to any forward-looking statements contained herein to reflect events or circumstances after the date hereof or to reflect the occurrence of unanticipated events.
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